Network Engineer – Multi-site Educational Environment

Location: Multiple sites (travel required)
Contract: Full-time, permanent
Salary: 42 – 45k 
Sector: Education / IT Support


About the Role

We are seeking a skilled and motivated IT Network Engineer to join our IT team, supporting a large group of educational sites. This role offers a varied and hands-on opportunity to work across multiple locations, playing a vital role in ensuring the stability, performance, and security of our IT infrastructure.

You will be responsible for configuring and maintaining core networking equipment, including switches and firewalls, as well as managing physical infrastructure such as cabling and terminations. Alongside networking duties, you will also support the broader IT environment, with particular focus on Microsoft 365, Intune but also other organisational software and platorms.

This role is well-suited to someone with strong practical networking experience and a passion for supporting technology in education.


Key Responsibilities

1. Configure and manage network infrastructure, including switches, routers, firewalls, and wireless networks
1. Design and implement network segmentation using VLANs
1. Install, run, and terminate network cabling across multiple sites
1. Diagnose and resolve network and connectivity issues efficiently
1. Assist with endpoint and device management using Microsoft Intune
1. Support cloud-based tools including Microsoft 365 (Exchange, SharePoint, Teams, OneDrive)
1. Maintain network and system documentation, including diagrams and asset records
1. Promote good cybersecurity practices and assist with implementing security protocols
1. Support regular IT audits, asset checks, and assist with compliance as needed
1. Collaborate with cross-functional teams on technology projects and upgrades


Skills and Experience

Essential:

1. Previous experience in a Network Engineer or similar infrastructure role
1. Strong understanding of networking concepts and protocols (TCP/IP, DNS, DHCP, VLANs)
1. Hands-on experience with switch and firewall configuration
1. Comfortable with structured cabling and physical network installation
1. Working knowledge of Microsoft 365 and device management with Intune
1. Strong problem-solving and troubleshooting abilities
1. Ability to work independently and manage priorities across multiple sites

Desirable:

1. Experience working in or supporting educational institutions (schools, academies, or MATs)
1. Understanding of network security principles and firewall rulesets
1. Familiarity with cloud platforms (e.g., Microsoft Azure or Google Workspace)
1. Exposure to compliance standards such as ISO27001 or Cyber Essentials
1. Relevant certifications (e.g., CCNA, CompTIA Network+, Microsoft 365 Certified)
1. Knowledge of identity and access tools such as Azure AD / Entra ID or on-prem AD

What We Offer

1. A meaningful role supporting digital infrastructure in education
1. A collaborative and supportive IT team environment
1. Professional development opportunities
1. Varied and interesting work across multiple locations
1. Competitive salary and company benefits programs



